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Okta SSO Configuration Guide

This document outlines the step-by-step procedure for configuring SSO to Flike via Okta.

Supported Features

e Service Provider (SP)-Initiated Authentication (SSO) Flow - This authentication flow
occurs when the user attempts to log in to the application from Flike.

e Identity Provider (IDP)-Initiated Authentication (SSO) Flow - This authentication flow
occurs when the user attempts to log in to Flike from Okta.

Prerequisites

In order to proceed with configuring login with SSO through Okta, you must:

e Have access to an Okta tenant
e Be an Okta administrator to that tenant
e Be an existing Flike customer

Configuration Steps

To configure login with SSO through Okta, you must work in tandem with your Flike Support
Manager: First, you install the Flike integration in your Okta instance. This will generate
secret credentials that you must then forward to your Support Manager, who provide you
with your Organization ID. After configuring Okta’s Flike integration with this ID, users

will be able to sign in to Flike via Okta SSO.

Installing Okta’s Flike integration
1. Sign in to the admin dashboard of your Okta instance and, in the left-hand navigation
panel, select Applications — Applications. Thenclick Browse App Catalog.
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2. In the Search bar, search for F1ike.
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3. Clickon F1ike and then Add Integration.
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Okta Verified & Overview

The integration was either
created by Okta or by Okta
community users and then
tested and verified by Okta

Flike is the modern Al intelligence layer that glues together
your existing sales stack. Personalize emails, handle
objections, and more using the Al that learns from you.
Okta's Flike integration makes that even easier: Sign in to the
Use Case Flike platform using Okta as a Single Sign-On provider, so

you don't have to worry about managing user credentials.
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4. You can optionally modify the application label, but it is recommended to leave these

settings as-is. Hit Done.
2 Add Flike
o General Settings

General settings- Required

Application label Flike

This label displays under the app on your home page

Application Visibility Do not display application icon to users

Cancel
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General settings

All fields are required to add this application
unless marked optional.



Finding your Application Credentials

1. Open the Application Settings of the F11ike application that you just installed.

2. In Sign On, you will find the OpenID Connect Client IDand Client secret. Take a
note of these.

3. Click the OpenID Provider Metadata link at the bottom. Take a note of the link that
opens.

4, Sharethe Client ID,Client secret,andthe Provider Metadata link with your
Flike Support Manager through a secure, encrypted channel of your choice.

Warning: These credentials must be kept secret, as any unauthorized party with
access to these credentials would be able to sign in to Flike on behalf of users &
perform operations. Flike will not accept any credentials that were not shared

securely.
Flike
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Sign on methods

The sign-on method determines how a user signs into and manages their credentials for an application. Some
sign-on methods require additional configuration in the 3 party application.

Application username is determined by the user profile mapping. Configure profile mapping
OpenlD Connect

Client 1D @ &

Public identifier for the client that is required for all OAuth

flows

Client secret @ . &

Secret used by the client to exchange an authorization

code for a token. This must be kept confidentiall Do not
nclude it in apps which cannot keep it secret, such as

those running on a client

OpenlD Connect is not configured until you complete the setup instructions.

‘ View Setup Instructions

)l OpeniD Provider Metadata is available if this application supports dynamic configuration.




Finalizing the Integration
Your Flike Support Manager will reach out once the setup is completed on Flike’s side. You

will receive a Flike Organization ID. Go tothe Flike Application Settings in Okta again,

navigate to Sign On, and click Edit.
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Settings Edit

Scroll down to Advanced Sign-on Settings and enter the Organization ID into the Org
ID field.

Advanced Sign-on Settings

These fields may be required for a Flike proprietary sign-on option or general setting.

Org ID flike

Please enter your Org ID. Refer to the Setup Instructions to obtain

this value.
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Performing SP-Initiated SSO
Users can now perform SP-initiated sign-in via Okta SSO from Flike. They will be prompted
to enter your Organization ID into a textfield as shown below. Your Onboarding

Manager will communicate this information with your users.

What's your Org?

okta Sign in with Okta SSO
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